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Abstract

This article delves into the critical constitutional rights of privacy and dignity enshrined under the
Indian Constitution. The right to privacy, although not explicitly mentioned, has been recognized as an
intrinsic part of the right to life and personal liberty under Article 21. The concept of dignity is rooted in the
Preamble's assurance of securing dignity and ensuring justice, equality, and fraternity to all citizens. The
article traces the evolving jurisprudence of these rights and explores their application in various domains,
including digital privacy, personal autonomy etc. It highlights the challenges and importance of
safeguarding privacy and dignity in a rapidly evolving society, emphasizing the pivotal role of the judiciary

in upholding these fundamental rights.
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Introduction:

In the ever-evolving landscape of human rights, the right to privacy and dignity has emerged as a
cornerstone of modern constitutional jurisprudence. Within the Indian context, the recognition of these
fundamental rights holds immense significance in ensuring individual autonomy, personal freedom, and
safeguarding against potential abuse of power. The Indian Constitution, adopted on January 26, 1950,
enshrined an array of fundamental rights designed to protect citizens from arbitrary state actions and to

uphold their inherent dignity.

The concept of privacy as a fundamental right found its place in the Indian Constitution through
judicial interpretation in recent years. The Supreme Court of India, in a landmark judgment in 2017,
declared the right to privacy as an intrinsic part of the right to life and personal liberty guaranteed under

Article 21 of the Constitution. This historic ruling not only affirmed the importance of privacy in an
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increasingly digital era but also reinforced the sanctity of human dignity as an inseparable aspect of

personal freedom®. The genesis of the right to privacy in India can be traced back to the founding of the

Indian Constitution. While the term "privacy" is not explicitly mentioned in the Constitution, the framers

sought to create a document that would protect individual liberties and foster a democratic society. The

roots of the right to privacy in India can be found in various constitutional provisions and judicial

interpretations that evolved over time.

Genesis of Right to Privacy in India

1.

Preamble and the Vision of a Free and Just Society: The Preamble to the Indian Constitution lays
down the objectives and guiding principles for the nation. It emphasizes justice, liberty, equality,
and fraternity among citizens. The aspiration for justice and liberty laid the foundation for

recognizing and protecting individual rights, including the right to privacy.

Article 21: Right to Life and Personal Liberty: Article 21 of the Indian Constitution explicitly
guarantees the right to life and personal liberty to every citizen. It states that "No person shall be
deprived of his life or personal liberty except according to a procedure established by law."? The
phrase "personal liberty"® has been interpreted expansively by the judiciary to include a wide range

of rights, including the right to privacy.

Kharak Singh v. State of Uttar Pradesh (1962): The case of Kharak Singh v. State of Uttar
Pradesh was a seminal judgment that addressed the concept of privacy. While the court ruled that
there is no fundamental right to privacy as such, it recognized that the right to personal liberty under
Article 21 includes the right to privacy. Justice Subba Rao, in his dissenting opinion, emphasized

the importance of privacy as a fundamental right, setting the stage for future developments.*

Rajagopal v. State of Tamil Nadu (1994): This landmark case recognized the right to privacy as an
independent fundamental right that could be enforced against both the state and non-state actors.
The court held that the right to privacy is intrinsic to the right to life and personal liberty under
Article 21.°

Justice K.S. Puttaswamy v. Union of India (2017): In this historic judgment, a nine-judge bench
of the Supreme Court unanimously ruled that the right to privacy is a fundamental right protected
under Article 21. The court declared that privacy is an essential condition for the meaningful

exercise of other guaranteed freedoms.®

! Gautam Bhatia’s STATE SURVEILLANCE AND THE RIGHT TO PRIVACY IN INDIA: A CONSTITUTIONAL BIOGRAPHY,
Vol. 26, No. 2 (2014), pp. 127-158

2Dr. P K Agarwal and Dr. K N Chaturvedi’s , “Constitution Of India” ,Prabhat Paperbacks, 2021 Edition, Pp-38

3 The Supreme Court held that personal liberty includes nothing more than physical freedom of body i.e. freedom from arrest and
detention from false imprisonment or wrongful confinement in the case, A K Gopalan v State of Madras.
https://blog.ipleaders.in/protection-of-life-and-personal-liberty

4 Dr. I N Pandey’s, “Constitutional Law Of India”, Central Law Agency, 57" Edition, 2020, Pp-255

5

www.juscorpus.com>retrieved on 4% August 2023, 2.19 PM.

® http://indiankanoon.org> retrieved on 4" August 2023, 2.30PM.
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Following the Puttaswamy judgment, the right to privacy gained constitutional status and became
an integral aspect of individual autonomy and dignity. The ruling has had a profound impact on various
aspects of Indian law, including data protection, government surveillance, and the use of biometric
information. As technology continues to advance, the recognition and protection of the right to privacy in

India remain critical to safeguarding the rights and freedoms of its citizens.
Genesis of Right to Dignity in India

The concept of dignity, although not explicitly mentioned in the Indian Constitution, is inherent in
several constitutional provisions and principles. The notion of dignity is intertwined with various
fundamental rights and has been recognized and safeguarded through judicial interpretations. The genesis

of the right to dignity in India can be traced through the following:

1. Human Dignity and Inherent Rights: The framers of the Indian Constitution recognized the
intrinsic value of human beings and their inherent dignity. The Preamble to the Constitution
envisions India as a sovereign, socialist, secular, and democratic, republic that seeks to secure
justice, liberty, equality, and fraternity for its citizens.” The ideals of social, economic, and political

justice aim to ensure the dignity of all individuals, irrespective of their status or background.

2. Fundamental Rights: Part III of the Indian Constitution enshrines a comprehensive list of
fundamental rights granted to citizens. These rights serve as safeguards against the arbitrary

n8

exercise of power by the state and its institutions. While the term "dignity"® is not explicitly

mentioned, several fundamental rights are closely connected to the concept of dignity.

For Instance,

e Article 14: Right to Equality® - Ensures equality before the law and equal protection of the laws
to uphold the dignity of individuals.

e Article 15: Prohibition of Discrimination® - Prevents discrimination on grounds of religion,
race, caste, sex, or place of birth, preserving the dignity of all citizens.

e Article 17: Abolition of Untouchability!! - Abolishes the practice of untouchability'?,

recognizing the dignity of individuals previously subjected to social discrimination.

" Preamble of Indian Constitution.

8 Dignity means Human dignity means that human beings possess an intrinsic value to their humanity and as such are worthy of
respect. Every person has the inalienable right to live with dignified life without discrimination. http://.desikanoon.in. /human-
dignity-under-indian-constitution/

® Universal’s, The Constitution of India, (Bare Act), LexisNexis, pp-10

10 Ibid

1 Ibid (P-12)

12 Untouchability is a form of social institution that legitimises and enforces practices that are discriminatory, humiliating,
exclusionary and exploitative against people belonging to certain social groups. Although comparable forms of discrimination
are found all over the world, untouchability involving the caste system. Retrieved from, www.wikipedia.com , Accessed on 4%
August 2023, 2.45 PM.
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3. Judicial Interpretations:

The Indian judiciary has played a significant role in evolving the right to dignity through
various landmark judgments. The Supreme Court has consistently upheld human dignity as an essential

aspect of fundamental rights. For example:

Maneka Gandhi v. Union of India (1978): In this influential case, the court held that the right to life
and personal liberty under Article 21 includes the right to live with dignity. The court emphasized that

human dignity is a core value underlying the Constitution.?

Francis Coralie Mullin v. Administrator, Union Territory of Delhi (1981): The court held that the
right to life encompasses the right to live with human dignity, and any act that violates or degrades

human dignity would be violative of Article 21.1

Vishaka v. State of Rajasthan (1997): In this landmark judgment, the court recognized the right to
dignity as part of gender equality and emphasized the importance of maintaining dignity in

workplaces.®®

4. Protection of Personal Autonomy:

The concept of dignity is closely linked to personal autonomy, the freedom to make choices, and the
right to privacy. As discussed earlier, the recognition of the right to privacy under Article 21 further

strengthens the idea of individual dignity by safeguarding personal autonomy.

The Interpretation of Article 21 by the Indian Judiciary and It’s Expansion to Include The Right
to Privacy and Dignity.

The interpretation of Article 21 of the Indian Constitution by the Indian judiciary has been
instrumental in expanding its scope to include the right to privacy and dignity. Article 21 originally
stated that "No person shall be deprived of his life or personal liberty except according to a procedure
established by law." Over the years, the judiciary has interpreted this seemingly simple provision in a
progressive and dynamic manner, recognizing the right to privacy and dignity as essential components
of the right to life and personal liberty. The seminal idea of privacy as a 'right' originated in United
States of America in 1888 when Thomas Cooley, the American scholar named this then extremely
nebulous concept as privacy, defining it simply as 'a right to be let alone''®. Below are some key

milestones in this evolution:

Right to Life and Personal Liberty: In the early years after independence, the courts primarily
focused on the literal interpretation of Article 21, protecting the right to life and personal liberty from

arbitrary deprivation. It was considered as a right to physical existence, ensuring that individuals were

13 Rishi Kumar’s “Article 21 and Relationship between Dignified Life and Right to Privacy”, Volume 15, April 2021, Pp-04.
14 Tbid
15 https://www.legalbites.in/vishaka-ors-v-state-of-rajasthan-1997/

16 Chauhan and Kiran’s, Right to privacy - a critical study with special reference to judicial approach in India, Himachal Pradesh

University, Chapter 1, pp-01, accessed on 5" August 10.10 AM.
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not unlawfully detained or deprived of their freedom without proper legal procedures. The new
interpretation of Article 21 in Maneka Gandhi s case had ushered a new era of expansion of the

horizons of right to life and personal liberty. %’

Right to Privacy as a Fundamental Right: In the case of Kharak Singh v. State of Uttar Pradesh
(1962)*8, the Supreme Court recognized that there is no specific mention of the right to privacy in the
Constitution. However, it laid the groundwork for future developments by acknowledging the
importance of privacy as an essential aspect of personal liberty. Subsequently, in Gobind v. State of
Madhya Pradesh (1975), the court held that the right to privacy is an integral part of the right to
personal liberty under Article 21.

Privacy and Dignity: Inextricably Connected Rights

Privacy and dignity are inextricably connected rights, with each reinforcing and enhancing the
other. According to the Duhaime’s Law Dictionary the privacy means “An individual’s Right to control and
access over his/her personal information™®. The recognition and protection of privacy are vital to
upholding human dignity, while the preservation of dignity is a fundamental aspect of ensuring privacy.
This section explores the interconnection between privacy and dignity, the impact of privacy violations on

human dignity, and the role of dignity in shaping privacy laws and regulations.

1. Interconnection between Privacy and Dignity: Privacy and dignity are two sides of the same
coin. The right to privacy empowers individuals to maintain control over their personal information,
autonomy, and intimate decisions. This control over one's personal domain is a crucial element of
human dignity, allowing individuals to protect their inherent worth and self-respect. Privacy
safeguards individuals from unwanted intrusion, surveillance, and -public exposure, thereby

fostering an environment where people can flourish without fear of judgment or exploitation.

Conversely, the preservation of human dignity is essential for the meaningful exercise of the right to
privacy. Respecting an individual's dignity entails treating them with respect, empathy, and
understanding. When dignity is upheld, individuals are more likely to trust and share their personal
information without fear of misuse. Thus, privacy and dignity complement each other, forming a

symbiotic relationship that reinforces human rights and individual autonomy.

2. Impact of Privacy Violations on Human Dignity: Privacy violations can have severe implications
for an individual's dignity. When personal information is accessed, collected, or disseminated

without consent, it can lead to feelings of vulnerability, embarrassment, and loss of control. Public

17 Gurpreet Kaur’s, Right to Privacy under Article 21 of the Indian Constitution and Related Conflicts Judicial Approach, Desh
Bhagat University, Chapter 1, PP- 01, accessed on 5" August 10.20 AM.

18 Supra note 9
19 Poonam Rawat and Shreyes Aggarwal’s, “RIGHT TO PRIVACY AND DATA PROTECTION ISSUES IN INDIA”, Volume 8,
Issue 8 August 2020, pp- 02.
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exposure of intimate details or personal experiences can lead to stigmatization and humiliation,

eroding an individual's sense of self-worth and dignity.

Moreover, the surveillance of individuals, whether by the state or private entities, can create a chilling
effect on personal expression and dissent. The constant surveillance of a person's actions and
communications can instill a sense of paranoia and self-censorship, hindering the free development of

one's personality and expression of individuality.

3. The Role of Dignity in Shaping Privacy Laws and Regulations: Dignity plays a pivotal role in
shaping privacy laws and regulations. Legal frameworks are designed to protect individual rights,
including privacy, with the overarching goal of preserving human dignity. The recognition of
dignity as an underlying principle in privacy laws ensures that the regulations are rooted in human

rights and values, rather than being solely concerned with technicalities and data protection.

The emphasis on dignity in privacy laws fosters the development of principles such as informed
consent, data minimization, purpose limitation, and accountability. These principles seek to strike a
balance between an individual's right to privacy and the legitimate interests of data controllers or
processors. They aim to ensure that individuals are treated with respect and that their personal

information is handled in a manner consistent with their dignity and self-worth.

Additionally, dignity shapes the contours of privacy laws in the context of emerging technologies,
such as biometric identification?’, artificial intelligence, and surveillance technologies. Laws that
prioritize dignity safeguard against potential abuses and ensure that technological advancements do not

compromise individual autonomy and inherent worth.

Therefore, privacy and dignity are intricately linked, with each reinforcing and supporting the other.
Privacy violations can have a profound impact on human dignity, while the recognition of dignity is
instrumental in shaping privacy laws and regulations. As the world becomes increasingly connected and
data-driven, the preservation of both privacy and dignity is crucial to fostering a society that values and

upholds the rights and autonomy of its individuals.
Privacy, Dignity, and Data Protection?': The Need for Comprehensive Legislation

Privacy, dignity, and data protection are closely interrelated in the digital age, where personal data
has become a valuable commodity. As technology advances and data collection becomes pervasive, the
need for comprehensive legislation to protect individual autonomy and worth becomes paramount. This
section explores India's approach to data protection and privacy, analyzing the Personal Data Protection
Bill, and emphasizes the importance of strengthening data protection laws to safeguard privacy, dignity,

and the fundamental rights of individuals.

20 Biometric identification consists of determining the identity of a person. The aim is to capture an item of biometric data from
this person. It can be a photo of their face, a record of their voice, or an image of their fingerprint. www.thales.com
2 Infra 31
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1. India's Approach to Data Protection and Privacy: India has recognized the significance of data
protection and privacy as fundamental rights under Article 21 of the Constitution. The right to
privacy was explicitly affirmed as a fundamental right by the Supreme Court in the landmark case
of Justice K.S. Puttaswamy v. Union of India in 2017. This recognition marked a turning point in
India's approach to data protection and privacy, acknowledging the need for comprehensive

legislation to safeguard these rights in the digital era.

2. The Personal Data Protection Bill: In December 2019, the Personal Data Protection Bill (PDPB)
was introduced in the Indian Parliament. The bill aimed to regulate the collection, storage,
processing, and sharing of personal data by individuals and entities, including the government and
private companies. The PDPB was influenced by global data protection frameworks like the

General Data Protection Regulation (GDPR) in the European Union.??

Key provisions of the PDPB include:

a. Data Protection Authority: The bill proposes the establishment of a Data Protection Authority of

India (DPA) to oversee and enforce data protection regulations.?

b. Consent: The bill emphasizes obtaining explicit and informed consent from individuals before

collecting and processing their personal data.

c. Data Localization: It requires certain categories of personal data to be stored and processed only

within India.

d. Sensitive Personal Data: Special protections are provided for sensitive personal data, such as

financial data, health data, biometric data, etc.
e. Cross-Border Data Transfer: The bill sets conditions for cross-border transfer of personal data.?*

f. Right to Erasure: It grants individuals the right to request erasure of their personal data under

certain circumstances.?

g. Enforcement and Penalties: The bill outlines penalties for non-compliance with data protection

regulations.

3. Implications on Privacy and Dignity: The PDPB, if implemented effectively, can have significant
implications on privacy and dignity. It provides a framework to protect personal data, thereby
reducing the risk of privacy violations that could lead to the erosion of an individual's dignity. By
emphasizing explicit consent and data localization, the bill aims to empower individuals with
greater control over their personal information, ensuring that their autonomy and self-worth are

respected.

22 Jayanta Boruah and Bandita Das’, “RIGHT TO PRIVACY AND DATA PROTECTION UNDER INDIAN LEGAL REGIME”,
DME Journal of Law, Volume 1, 2020, accessed on, https://www.papers.ssrn.com, on 5% August 11.02 AM.
2 Infra 31
2 Ibid
% Ibid
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Furthermore, the PDPB's focus on sensitive personal data and data protection principles, such as
purpose limitation and data minimization, underscores the importance of safeguarding an individual's
dignity and personal identity in the digital space. The right to erasure also enhances an individual's

autonomy by allowing them to exercise greater control over their data.

4. Strengthening Data Protection Laws: While the PDPB is a step in the right direction, there are
areas that require further strengthening to effectively protect privacy and dignity:

a. Robust Implementation: Effective implementation of the PDPB is essential to ensure its impact on
privacy and dignity. Adequate resources and infrastructure must be provided to the Data Protection

Authority to carry out its responsibilities.

b. Awareness and Education: Public awareness and education campaigns can empower individuals to

understand their rights and make informed decisions regarding their personal data.

c. Balancing Interests: Data protection laws should strike a balance between protecting individual

rights and fostering innovation and economic growth.

d. Government Accountability: Government agencies should be subject to the same data protection

standards as private entities to ensure fairness and transparency.

e. Continuous Review and Adaptation: Data protection laws should be periodically reviewed and

updated to address emerging challenges and technological advancements.2®

The right to privacy and dignity are essential aspects of human autonomy?’ and worth. India's approach
to data protection and privacy, as exemplified by the Personal Data Protection Bill, demonstrates a growing
recognition of these rights. However, the successful implementation and continuous improvement of data
protection laws are crucial to safeguarding individual autonomy, dignity, and fundamental rights in the
digital age. By adopting a comprehensive and robust approach to data protection, India can create a secure

and inclusive digital ecosystem that respects and upholds the privacy and dignity of its citizens.
Emerging Challenges and the Way Forward

As technology advances and society evolves, new challenges arise in upholding the right to privacy
and dignity under the Indian Constitution. These challenges demand a forward-looking approach to ensure
that these fundamental rights remain relevant and effective in the face of emerging developments. This
section explores some of the key emerging challenges and suggests a way forward in protecting the right to

privacy and dignity in India.

2% Tbid
27 autonomy means self-rule . https://www.ncbi.nlm.nih.gov/
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Technological Advancements and Data Privacy:

Rapid technological advancements, such as artificial intelligence, big data, and the Internet of
Things, have revolutionized the way data is collected, processed, and shared. These developments create
new challenges in protecting individuals' privacy, as data can be easily accessed and misused, posing

threats to personal autonomy and dignity.

Way Forward: A comprehensive and adaptive data protection framework that accounts for emerging
technologies is essential. Legislation should be equipped to address the potential risks and provide
individuals with greater control over their data, promoting transparency, and accountability among data

handlers.
Government Surveillance and National Security:

Balancing national security?® with individual privacy rights remains a complex issue. Mass
surveillance and data retention programs by the government can intrude upon personal autonomy and

violate the right to privacy, leading to a loss of dignity and trust in state institutions.

Way Forward: Striking a balance between national security interests and privacy rights is crucial.
Legislation should establish robust safeguards and oversight mechanisms to prevent abuse of surveillance
powers and ensure transparency in surveillance activities. Judicial scrutiny should be strengthened to

protect against unwarranted intrusions into privacy.
Social Media and Online Platforms:

The widespread use of social media and online platforms has given rise to. concerns about data
breaches, cyberbullying,?® and the spread of misinformation. These issues can lead to emotional distress,

harassment, and a loss of dignity in the digital realm.

Way Forward: Implementing stringent data protection measures for social media platforms and holding
them accountable for user data security is essential. Public awareness campaigns should be launched to

educate users about their privacy rights and responsible online behaviour.
It is important to note that, Section 66 E of IT Act:

This section of the IT Act provides for punishment for violation of privacy. It states that any person
who intentionally violates the privacy by transmitting, capturing or publishing private pictures of anyone
shall be punished with imprisonment which may extend upto three years or with fine which may extend

upto Rs. 3 Lac.®°

28 National security, or national defence, is the security and defence of a sovereign state, including its citizens, economy, and
institutions, which is regarded as a duty of government. www.wikipedia.com

29 Cyberbullying refers to the bullying or harassment on media platforms. www.wikipedia.com.

30 THE INFORMATION TECHNOLOGY ACT, 2000 (No. 21 OF 2000).
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Biometric Identification and Facial Recognition:

The use of biometric identification and facial recognition technology raises privacy concerns,

especially when used without proper consent or in a manner that compromises individual autonomy.

Way Forward: Specific regulations should be developed to govern the use of biometric data,
ensuring that consent is obtained, and individuals have the right to opt-out. Transparent guidelines for the

use of facial recognition technology should be established to protect privacy and dignity.
Health Data and Digital Health Services:

The digitization of health data and the expansion of digital health services can raise privacy

concerns related to the sensitive nature of health information and potential data breaches.

Way Forward: Implementing robust data protection standards in the healthcare sector is critical.
Health data should be treated with the utmost confidentiality and used only for authorized purposes.

Healthcare providers and technology companies should adhere to strict data security protocols.
Artificial Intelligence and Automated Decision-Making:

The increasing reliance on artificial intelligence for decision-making processes raises concerns

about bias, discrimination, and a lack of transparency, which can impact individual autonomy and dignity.

Way Forward: Introducing ethical guidelines for the deployment of Al algorithms is essential to
address bias and ensure accountability. Transparent disclosure of automated decision-making processes is

crucial to safeguarding individual rights.
Strengthening Legal Remedies and Awareness:

Despite the recognition of privacy and dignity as fundamental rights, citizens may face difficulties

in accessing legal remedies and enforcing these rights effectively.

Way Forward: Simplifying legal procedures and providing accessible avenues for citizens to seek
redressal in case of privacy violations is necessary. Raising public awareness about privacy and dignity

rights will empower individuals to exercise their rights and hold violators accountable.
Conclusion:

As India progresses into the digital age, safeguarding the right to privacy and dignity becomes
increasingly critical. To address emerging challenges, a multi-faceted approach is required, involving
comprehensive data protection laws, proactive regulation of emerging technologies, and the promotion of
public awareness and digital literacy. By adopting a forward-looking and inclusive approach, India can
ensure that privacy and dignity remain upheld as fundamental pillars of its democratic and progressive
society. The right to privacy and dignity are essential aspects of human autonomy and worth. India's

approach to data protection and privacy, as exemplified by the Personal Data Protection Bill®!,

31 The Digital Personal Data Protection Bill, 2023 , Ministry: Electronics and Information Technology
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demonstrates a growing recognition of these rights. However, the successful implementation and

continuous improvement of data protection laws are crucial to safeguarding individual autonomy, dignity,

and fundamental rights in the digital age. By adopting a comprehensive and robust approach to data

protection, India can create a secure and inclusive digital ecosystem that respects and upholds the privacy

and dignity of its citizens.
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