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Abstract:  Core banking may be a set of services provided by a gaggle of networked bank branches. Bank customers may access their funds 

and perform other simple transactions from any of the member branch offices. The main issue in core banking is that the authenticity of the 

customer. Thanks to unavoidable hacking of the databases on the web, it's always quite difficult to trust the knowledge on the web. To 

unravel this Problem of authentication, the proposed system is predicated on click based graphical password system that not only guides 

and helps the user for password selection but also encourages the user to pick more random distributed password. The secure internet 

banking is predicated on Persuasive Technology which motivates and influence people to behave during a desired manner. The secure 

internet banking removes the pattern formation attack.  
 

Index Terms - Alternative authentication, online banking Authentication, Graphical password. 

I. INTRODUCTION 

Online banking, also referred to as Internet banking, may be a means of delivering banking services electronically to customers. Online 

banking services include accessing account information, the transfer of funds between different accounts and making electronic payments 

and settlements. The recognition of online banking is growing, but it's now faced with major challenges, one among which is that the high 

risk of knowledge compromise. Thus, so as to attenuate the threats to online banking and at an equivalent time increase customer security, 

confidence and acceptance of this electronic service channel, the web accounts of consumers must be securely protected via enhancing 

user authentication without adversely impacting upon the users’ experience. As reported by Verizon (2013), 37% of breaches in 2013 

affected financial organizations, which increased by about 10% compared with the previous year’s report. Crime against the finance 

industry involved various sort of common attacks like tampering (physical), brute force (hacking) and spyware (malware). The target of 

such breaches was mostly payment cards, credentials, and checking account info. Basically, gaining unauthorized access in a simple and 

less detectable way is feasible through leveraging other’s authorization access. Moreover, an earlier report (2012) showed that about four 

of each five breaches involving hacking was factored by authentication-based attacks (guessing, cracking, or reusing valid credentials) 

Authentication credentials theft presented a high value of loss as a results of espionage-related breaches. About 80% of those attacks are 

often forced to adapt or die whenever the thought of an appropriate authentication replacement is collectively accepted. This  paper aims 

to means limitations in some authentication cases within the web banking industry and propose a possible solution to securely fill in this 

gap using an equivalent browser without the necessity for any additional devices. The rest of the paper proceeds with a quick review of 

some authentication features provided by leading financial institutes. Section 3 then discusses the authentication.  

II. LITERATURE REVIEW 

[1] A Survey on Different Graphical Password Authentication Techniques. Author: Saranya Ramanan, Bindhu J S Description a 

comprehensive survey of the prevailing graphical password techniques is conducted. These techniques are categorized into four types: 

recognition based, pure recall-based, cued-recall based and hybrid approaches. Here the strengths and disadvantages of every method 

are analyzed. These surveys are going to be particularly useful for researchers who have an interest in developing new graphical password 

algorithms also as industry practitioners who have an interest in deploying graphical password techniques. [2] Enhancement of Password 

Authentication System Using Graphical Images. Author: Amol Bhand, Vaibhav desale, Swati Shirke, Suvarna Pansambal (Shirke) 

Description. The Enhancement of password authentication system with the assistance of images is proposed. This paper mainly focuses 

on the concept of graphical password system. it's supported by the using cued click points for authentication purpose. the essential 

concept of this technique is just the interaction of user with sequence of 5 images. the essential goal of this technique is to realize higher 

security with simple technique to use by a user and harder to guess by a hacker. Graphical password authentication system is best 

alternative for text password. Cued click points (CCP) is best alternative to old graphical password system. CCP is combination of 5 

click points on particular five images. During this this paper, CCP is clubbed with new technologies like mobile phones and E-mail. [3] 

A Shoulder Surfing Resistant Graphical Authentication System. Author: Hung-Min Sun, Shiuan-Tung Chen, JyhHaw Yeh and Chia-

Yun Cheng Description a completely unique authentication system called Pass Matrix, supported graphical passwords to resist shoulder 

surfing attacks is proposed. With a one-time valid login indicator and circulate horizontal and vertical bars covering the whole scope of 

pass-images, Pass Matrix offers no hint for attackers to work out or narrow down the password even they conduct multiple camera-based 

attacks. Implementation of a Pass Matrix prototype on Android was done and administered real user experiments to guage its 
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memorability and usefulness. From the experimental result, the proposed system achieves better resistance to shoulder surfing attacks 

while maintaining usability. [4] Graphical Authentication System Using Pass Matrix. Author: Sarojini, Priya, Bhuvanesh Description 

Authentication based password is essentially utilized in the pc security and privacy. Most of the normal passwords are numbers and 

alphabets character. Which will be easily identified by the unauthorized people. The identification leads the shoulder surfing attacks. 

However, human actions like choosing bad passwords and inputting passwords in an insecure way are considered the weakest link within 

the authentication chain. To beat these problems a completely unique authentication system called Pass Matrix resist shoulder surfing 

attacks was proposed. 

. 

III. IMPLEMENTATION 

In the net banking system, the password of customer could also be hacked and misused. Thus security remains a challenge in these 

applications. Here we propose a way to secure the customer information and to stop the possible forgery of password hacking. The proposed 

system is predicated on click based graphical password system that not only guides and helps the user for password selection but also 

encourages the user to pick more random distributed password. The proposed system is predicated on Persuasive Technology which motivates 

and influence people to behave during a desired manner. The proposed system combines the Persuasive features with the cued click point to 

form authentication system safer . Basically during password creation the a part of a picture which is a smaller amount guessable is highlighted 

and user has got to select the click-point within the highlighted portion and if the user is unable to pick the click-point then he can move 

towards subsequent highlighted portion by pressing the shuffle button. The highlighted a part of a picture basically guides users to pick more 

random passwords that are less likely to incorporate hotspots. Therefore this works encouraging users to pick more random, and difficult 

passwords to guess. During Login, images are displayed normally and user has got to select the press point as chosen at the time of password 

creation but this point highlighted portion isn't present because it only provides the system suggestion. a crucial usability goal of proposed 

system is to support users in selecting password of upper security with larger password space. The proposed system removes the pattern 

formation attack and Hotspot attack. 

3.1. BLOCK DIAGRAM 

 
Fig   1:  Block diagram of Implemented system.   

3.2. ARCHITECTURE OF SECURE INTERNET 

 
Fig 2: Graphical Implemented system` 

Cued click -point which was intended to scale back the HOTSPOT and pattern formation attack. Fig 2 used one click point on five different 

images rather than five click-points on one image. Subsequent image to be displayed is predicated on previous click point and therefore the 

user specific random value by employing a deterministic function. Here the password entry becomes a real cued recall scenario wherein 

each image triggers the memory of corresponding click-point. For legitimate users it provides implicit feedback such while logging if user 

unable to acknowledge the image then it automatically alters the user that their previous click point is wrong and user can restart the 

password entry whereas explicit indication is provided after the ultimate click point. CCP also used the robust Discretization technique. 

The matter with this system is fake accepted and false reject is feasible 

3.2.1 ADVANTAGES  

 An important usability goal of proposed system is to support users in selecting password of upper security with larger password 

space.  

 Proposed system removes the pattern formation attack and Hotspot attack (it is a neighbourhood of a picture where most of the 

user is selecting it because the click points).  

 Also, it removes the shoulder surfing attack.  
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3.3. GRAPHICAL PASSWORD GENERATION 

Discretization is employed to only allow the right click-points to be accepted within the region without storing exact click-point co-ordinates. 

Centered Discretization offers center tolerance such during password creation an invisible grid is overlaid in such how that the grid comes in 

center with reference to selected click-point and therefore the grid size used is 2r×2r. It divides a picture into square\ tolerance regions, to 

verify whether a login click-point comes within an equivalent tolerance region because the original click-point. During password creation 

the grid’s location is about for each click point and there's a identical tolerance area centered round the original click-point, by calculating 

the acceptable (x,y) and grid offset (Gx,Gy) (in pixels) from a (0,0) origin at the top-left corner of the image. Later during user login, the 

system uses the originally recorded grid offsets to put the grid and determine the acceptance. 

IV. CONCLUSION 

 In present days, banking sector need more security for the client’s data which is stored in their systems. In today technologies the safety of 

the client’s data is safer. As security is increasing, the frauds also are increasing. Many hacking sites are wont to copy the info from the 

banking sector. We will use graphical password techniques. In some foreign countries are using graphical password techniques. Graphical 

password with OTP to secure customers identity. this system should be implemented throughout the word. 
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